From: Telstra Security Operations

To: Networks Team (networks@company.com)

Subject: Create Firewall Rule for Spring4Shell Exploit Mitigation

Body:

Hello Networks Team,

We would like to request the creation of a firewall rule to mitigate a detected attack leveraging the Spring4Shell vulnerability.

The ongoing attack exhibits the following characteristics:

* HTTP POST requests targeting the path /**tomcatwar.jsp**.
* Exploit payloads include **class.module.classLoader.resources.context**, used for remote code execution.
* Headers contain obfuscated payloads involving **Runtime** parameters.

To block this attack, please configure the firewall to:

* Deny HTTP requests with **class.module.classLoader.resources.context** in the body.
* Deny traffic targeting /**tomcatwar.jsp**.

For any questions or additional assistance, please don't hesitate to reach out to us.

Kind regards,

Telstra Security Operations